Office of the Secretary of Defense

system of records. In general, the ex-
emptions were claimed in order to pro-
tect properly classified information re-
lating to national defense and foreign
policy, to avoid interference during the
conduct of criminal, civil, or adminis-
trative actions or investigations, to en-
sure protective services provided the
President and others are not com-
promised, to protect the identity of
confidential sources incident to Fed-
eral employment, military service,
contract, and security clearance deter-
minations, to preserve the confiden-
tiality and integrity of Federal testing
materials, and to safeguard evaluation
materials used for military promotions
when furnished by a confidential
source. The exemption rule for the
original records will identify the spe-
cific reasons why the records are ex-
empt from specific provisions of 5
U.S.C. 552a.

[56 FR 51976, Oct. 17, 1991, as amended at 57
FR 24547, June 10, 1992; 61 FR 2916, Jan. 30,
1996; 64 FR 72929, Dec. 29, 1999; 68 FR 37969,
June 26, 2003]

§312.13 Ownership of OIG investiga-
tive records.

(@) Criminal and or civil investiga-
tive reports shall not be retained by
DoD recipient organizations. Such re-
ports are the property of OIG and are
on loan to the recipient organization
for the purpose for which requested or
provided. All copies of such reports
shall be destroyed within 180 days after
the completion of the final action by
the requesting organization.

(b) Investigative reports which re-
quire longer periods of retention may
be retained only with the specific writ-
ten approval of OIG.

§312.14 Referral of records.

An OIG system of records may con-
tain records other DoD Components or
Federal agencies originated, and who
may have claimed exemptions for them
under the Privacy Act of 1974. When
any action is initiated on a portion of
any several records from another agen-
cy which may be exempt, consultation
with the originating agency or compo-
nent will be affected. Documents lo-
cated within OIG system of records
coming under the cognizance of an-
other agency will be referred to that

§315.1

agency for review and direct response
to the requester.

PART 313—THE CHAIRMAN OF THE
JOINT CHIEFS OF STAFF AND THE
JOINT STAFF PRIVACY PROGRAM

AUTHORITY: Pub. L. 93-579, 88 Stat. 1896 (5
U.S.C. 552a).

§313.1 Source of regulations.

The Office of the Joint Chiefs of Staff
is governed by the Privacy Act imple-
mentation regulations of the Office of
the Secretary of Defense, 32 CFR part
311.

[40 FR 55535, Nov. 28, 1975. Redesignated at 56
FR 55631, Oct. 29, 1991, as amended at 56 FR
57802, Nov. 14, 1991]

PART 314—DEFENSE ADVANCED
RESEARCH PROJECTS AGENCY,
PRIVACY ACT OF 1974

AUTHORITY: Pub. L. 93-579, 88 Stat. 1896 (5
U.S.C. 552a).

§314.1 Source of regulations.

The Defense Advanced Research
Projects Agency is governed by the
Privacy Act implementation regula-
tions of the Office of the Secretary of
Defense, 32 CFR part 311.

[40 FR 55535, Nov. 28, 1975. Redesignated at 56
FR 55631, Oct. 29, 1991, as amended at 56 FR
57802, Nov. 14, 1991]

PART 315—UNIFORMED SERVICES

UNIVERSITY OF HEALTH
SgIENCES, PRIVACY ACT OF
1974

AUTHORITY: Pub. L. 93-579, 88 Stat. 1896 (5
U.S.C. 552a).

§315.1 Source of regulations.

The Uniformed Services University of
the Health Sciences, is governed by the
Privacy Act implementation regula-
tions of the Office of the Secretary of
Defense, 32 CFR part 311.

[40 FR 55535, Nov. 28, 1975. Redesignated at 56
FR 55631, Oct. 29, 1991, as amended at 56 FR
57802, Nov. 14, 1991]
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